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Scope: All [Company Name] Information Systems

**Roles and Responsibilities Policy**

**Classification Highly Confidential Confidential Private**

**Public**

**Data Handling**

**APPENDIX A  Internal Data Retention Procedure APPENDIX B  Data Retention Additional Guidance**

# Roles and Responsibilities

[Company Name] Personnel  [Company Name] personnel are responsible for protecting the information and devices under their control, understanding and complying with [Company Name]ʼs Information Security policies, and reporting any suspicious system activity to management and the Security team (security team contact).

Data Owner  This is an individual, organization, or entity that determines the value and classification of the data and associated system(s) assigned to them and provides appropriate disclosure, distribution, and protection requirements. The Data Owner has primary responsibility for the data assigned to them whether it is in their custody or in the custody of others. System owners are responsible for data within their systems.

# Policy

[Company Name] classifies data and information systems in accordance with legal requirements, sensitivity, and business criticality in order to ensure that information is given the appropriate level of protection. Information systems and applications shall be classified according to the highest classification of data that they store or process.

For AI guidelines and data, please refer to:

[Company Name] Guidelines for Use of AI Tools

# Classification

To help [Company Name] and its employees easily understand requirements associated with different kinds of information, the company has created four classes of data.

# Highly Confidential

Highly confidential data consists of the most sensitive business information that requires the highest level of scrutiny to ensure limited access to only authorized [Company Name] Personnel. Highly confidential data includes all customer data submitted to [Company Name]ʼs service Event Data).

# Confidential

Confidential data includes [Company Name] proprietary information requiring thorough protection; access is restricted to employees with a “need-to-knowˮ based on business requirements. Examples include:
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# Private

Private data includes data that can only be distributed outside the company with approval. This is default for all company information that is not “highly confidentialˮ or “confidentialˮ unless stated otherwise. Examples include:
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# Public

Public data includes all data which can be freely distributed outside [Company Name] or is publicly available. Examples include:
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# Data Handling

## Highly Confidential Data Handling

Highly confidential data is subject to the following protection and handling requirements:
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## Confidential Data Handling

Confidential data is subject to the following protection and handling requirements:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAKCAYAAABmBXS+AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAiklEQVQYlY2QwQnDMBAElxO4B6sJqRCpi/skNfinGiQIuIqkkaQII7VwIHN5BUKIhQf2N+xjoKoQkSmltFhrNwBqrd1SSouITKoK9N5NCOEBQH8XY7z33g1yztd/wmellIuptd5aazMOqLXOIKJ99EREOx09fEPOuddI8N4/iZnXkcTM67kEZ2K+Ac/2ZlnwVtEoAAAAAElFTkSuQmCC) Access is restricted to users with a need-to-know based on business requirements

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAKCAYAAABmBXS+AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAiklEQVQYlY2QwQnDMBAElxO4B6sJqRCpi/skNfinGiQIuIqkkaQII7VwIHN5BUKIhQf2N+xjoKoQkSmltFhrNwBqrd1SSouITKoK9N5NCOEBQH8XY7z33g1yztd/wmellIuptd5aazMOqLXOIKJ99EREOx09fEPOuddI8N4/iZnXkcTM67kEZ2K+Ac/2ZlnwVtEoAAAAAElFTkSuQmCC) Systems with Confidential data shall not allow unauthenticated or anonymous access

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJCAYAAADgkQYQAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAeElEQVQYlY2QsQ3DMBADGbtXSyBr/Cypf4sfIJ3HcK9RvIfkkgvo0yRNkAgmwILAAQSJzISkEhEbyQ4gSfaI2CSVzAQkFTM7AOS3zeyQVNYxxrPW+sAPtdbuY4wVn4p/Jtlv7zDVQvKcASTPxd33GeTu+6V1uPLTC6lcXLhabUAWAAAAAElFTkSuQmCC) Transfer of confidential data to people or entities outside the company or authorized users shall require management approval and shall only be done in accordance with a legal contract or arrangement, or the permission of the data owner
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## Private Data Handling

Private data is subject to the following protection and handling requirements: ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJCAYAAADgkQYQAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAeUlEQVQYlY2QsQ0CMRRDzV2f1hJr/Fmokyn+AHS3BfQZ5fZIrvQC+TTQIIjOkgtLT7JsRAQkJXffSHYAQbK7+yYpRQQgKZnZDiC+bWa7pLSOMe611ht+qLV2HWOs+FT8M8l+eYepFpLHDCB5LDnn5wwqpTxOrcOZn16p+Fy6fCfEqgAAAABJRU5ErkJggg==) Access is restricted to users within the organization.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJCAYAAADgkQYQAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAeElEQVQYlY2QsQ3DMBADGbtXSyBr/Cypf4sfIJ3HcK9RvIfkkgvo0yRNkAgmwILAAQSJzISkEhEbyQ4gSfaI2CSVzAQkFTM7AOS3zeyQVNYxxrPW+sAPtdbuY4wVn4p/Jtlv7zDVQvKcASTPxd33GeTu+6V1uPLTC6lcXLhabUAWAAAAAElFTkSuQmCC) Transfer to people or entities outside of the company shall only be done when accompanied by a business/legal need.

## Public Data Handling

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAKCAYAAABmBXS+AAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAlElEQVQYlY2Q0QnDIBRFL0/IDnEJHUS38KddIfnTFRQKmaJdpB0i6AqC4eVLCKUJvXD/DufjgJlRax2897OUcgXAUsrVez/XWgdmBlprwhjzAsDft9Y+W2sCMcb7L6A/pXQTOedHKWXEyXLOI4houzIR0UZnhuNIKfW5ArTWb3LOLVeQc275L0GPGUKYjjFDCFOPuQPQRmZdbhMz+QAAAABJRU5ErkJggg==) No special protection or handling controls are required for public data. Public data may be freely distributed.

## Data Retention

Access, retention, and disclosure of any customer data processed by or stored by [Company Name] is additionally controlled by [Company Name]ʼs [Privacy Policy](https://sentry.io/privacy/) and its customer agreements, including [Terms of Service](https://sentry.io/terms/).

[Company Name] data records must be held in compliance with all applicable legal, regulatory, and contractual requirements; including those related to international regulation.

Once data is no longer needed, it shall be securely disposed or archived as according to data deletion standards defined within this policy. Data owners, in consultation with legal counsel, may determine retention periods for their data. Retention periods shall be documented in the Data Retention Matrix in Appendix B to this policy. Additional retention policies developed subsequently (i.e. department- specific) will be maintained in the [Company Name] internal repositories and linked within Appendix B.

## Data Deletion

Data classified as confidential or highly confidential shall be securely deleted when no longer needed. [Company Name] shall assess the data and disposal practices of third-party vendors in accordance with the Vendor Management Policy. Only third-parties who meet [Company Name] requirements for secure data disposal shall be used for storing and processing confidential or highly confidential data.

[Company Name] shall ensure that all confidential and highly confidential data is securely deleted from company devices prior to, or at the time of disposal.

Customers are able to delete their own Event Data and additionally request deletion of data from [Company Name].

## Labeling

Labeling sources of information according to their direct classification level in the company is not mandatory due to the potential risk that may arise from clearly indicating the importance of information.

However, confidential and highly confidential information documents must be marked as "Restricted."

Owners of information assets are responsible for classifying information assets and labeling their containers. Legal and Compliance can periodically verify compliance with the company's requirements by initiating internal audits.

|  |  |
| --- | --- |
| **Information storage** | **Required labels** |
| Electronic and printed documents | The label must be present on every page of the document. |
| Emails | Mark an email when sending confidential information. |
| External media | External data carriers intended for long-term storage of information must be marked. |
| Information assets received from third parties | Information the company receives from third parties that cannot be classified is considered information for internal use and is not subject to special marking. Except when this information includes company information so that it is easily identifiable and requires labeling. |

## Data Protection

[Company Name] shall hold annual data awareness and data privacy trainings to ensure data protection standards and best practice are communicated across the organization.

## Review

Management shall review data retention requirements during the annual review of this policy.

## Legal

Under certain circumstances, [Company Name] may become subject to legal proceedings requiring retention of data associated with legal holds, lawsuits, or other matters as stipulated by [Company Name] legal counsel. Such records and information are exempt from any other requirements specified within this Data Management Policy and are to be retained in accordance with requirements identified by the Legal department. All such holds and special retention requirements are subject to review with [Company Name]ʼs legal counsel to evaluate continuing requirements and scope.

## Data Anonymization

Data processed by the supplier will not be combined with other data sets to increase the identifiability of a data subject.

## Exceptions

Requests for an exception to this policy must be submitted to the ISMS Committee for approval.

## Violations and Enforcement

Any known violations of this policy should be reported to the Legal Counsel. Violations of this policy can result in immediate withdrawal or suspension of system and network privileges and/or disciplinary action in accordance with company procedures up to and including termination of employment.

## Standard

The following areas of the ISO/IEC 270012013 standard are addressed by this document:

* 1. Asset management
     1. Information classification
        1. Classification of information

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Version** | **Date** | **Description** | **Author** | **Approved by** |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

# APPENDIX A – Internal Data Retention Procedure

For more practical day to day guidelines, please refer to:

[Company Name] Rules for Handling Customer Data

[Company Name]ʼs Engineering Operations team is responsible for setting and enforcing the data retention and disposal procedures for [Company Name] systems which manage data.

## Customer Accounts:

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAJCAYAAADgkQYQAAAABmJLR0QA/wD/AP+gvaeTAAAACXBIWXMAAA7EAAAOxAGVKw4bAAAAjklEQVQYlYWQMQ7CMBRDTTuT1RHXyFXYm1MkB2BpbwF7jtJ7JB1/9/SzNAuCYMmDpSdZNlQVImJCCAvJAkBJlhDCIiJGVQERMc65FYB+2jm3iogZa62PlNIdX5Rzvh3HMaJV/DLJcjlDVwPJrQeQ3IZpml49yHv//Ltu3/cr2k8xxtlamwGotTbHGOf20xun61zBAXdWIgAAAABJRU5ErkJggg==) Event data is tied to the customerʼs organization. Any customer event data which has been backed up will be inaccessible, but will be deleted at 90 days.
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**APPENDIX B – Data Retention Additional Guidance**

|  |  |  |  |
| --- | --- | --- | --- |
| **Type of Data** | **Description** | **Classification** | **Retention Guidance** |
| Usage Data | Metadata gathered on the usage of the [Company Name] service.  i.e - how often did a customer click on x function. | Confidential | Retain at a minimum for as long as customer continues to use [Company Name] services or has an account with [Company Name]. |
| Customer Registration Data | Customer data used to sign up for [Company Name], i.e. email, name, billing information.  Separate from customer  event data. | Confidential | Retain at a minimum for as long as customer continues to use [Company Name] services or has an account with [Company Name]. |
| Event Data | Data sent from customers to [Company Name] for monitoring and analysis. | Highly Confidential | 90 days unless the customer account is deleted.  If customer organization account is deleted, within 24 hours of organization deletion. |
| Employee Data | [Company Name] Employee PII | Confidential | Retain for the duration of employment + minimum 6 years after employment. |
| Financial Data | Internal financial data i.e. Accounts Payable/Receivable Ledgers, Financial Statements. | Confidential | Minimum 7 years |